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RISC Score evolution in 2025

The RISC score for this watch is 1,50, a 
decrease from last week. This difference is 
due to a balance between good market news 
and an absence of technology news, with 
several threat intelligence news. 

GEO

MAR

TEC

TRA

REG

CTI

-5 5
3

0

4

3

-7 0 3
3

This week, the presidency of the Council of the European Union transitioned to the Danish Presidency. 
This new presidency is tasked with implementing several priorities, including the recently announced 
EU Space Act at the end of June. Europe continues to advance its regulatory framework by preparing 
new legislation. Specifically, the European Commission is developing a Quantum Act to enhance the 
growth of quantum technologies. Scheduled for 2026, this Quantum Act follows the release of the 
Quantum Strategy, which aims to position Europe as a leader in quantum technology by 2030. The 
Quantum Strategy includes the launch of the Quantum Europe Research and Innovation Initiative, a 
collaborative effort between the EU and its Member States to support fundamental research. This 
initiative plans to invest up to €50 million in public funding to convert scientific prototypes into 
market-ready products. Regarding threat intelligence news, Space ISAC has issued a 'level 3: high' 
threat alert for the space industry. Space ISAC reports that the space threat landscape remains active, 
marked by disruptive cyber activities and electronic warfare. Geopolitical conflicts in the Middle East 
further intensify these challenges. Reports from government agencies and commercial firms 
corroborate this view and caution that low-level attacks could soon escalate into more sophisticated 
threats. Additionally, the increasing frequency and impact of GNSS interference, jamming, and 
spoofing continue to raise concerns for satellite operators, indicating a robust threat environment. 
Lastly, students at Embry-Riddle Aeronautical University’s Daytona Beach and Prescott campuses are 
preparing for future careers by participating in competitions and workshops organized with NASA 
around space cybersecurity. 
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GEOPOLITICS 
A strong Europe in a changing world
From enhancing European Union’s security to strengthening its competitiveness and advancing the green transformation, 
EU Space will play a key role in supporting the priorities set by the Danish Presidency of the Council of the European 
Union. #EUSpace #SpaceStrategy
Link: https://www.euspa.europa.eu/newsroom-events/news/strong-europe-changing-world

REGULATION

MARKET & COMPETITION 
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Europe prepares its Quantum Act
The European Commission is preparing a Quantum Act to boost the development of quantum technologies, although not 
in the same way as the EU CHIPS Act for semiconductors. The Act is being prepared for 2026 and follows the publication 
of the Quantum Strategy to make Europe a leader in the technology by 2030. This will see six pilot lines and a Quantum 
design centre. #EU #QuantumAct
Link: https://www.eenewseurope.com/en/europe-prepares-its-quantum-act/
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EU Quantum Strategy to shield critical sectors, advance chips pilot lines with €50 million 
investment
The Quantum Strategy includes launching the Quantum Europe Research and Innovation Initiative, a joint EU and Member 
States’ effort to support foundational research and develop applications in key public and industrial sectors. It also 
establishes a quantum design facility and six quantum chips pilot lines, backed by up to €50 million in public funding, to 
transform scientific prototypes into manufacturable products. #Investment #Quantum

Link: https://industrialcyber.co/critical-infrastructure/eu-quantum-strategy-to-shield-critical-sectors-advance-chips-pilot-
lines-with-e50-million-investment/ 
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THREAT INTELLIGENCE

TRAINING & EDUCATION
Workshop, competitions strengthen Embry-Riddle cybersecurity expertise
For critical domains like aviation and space, the rising complexity of cyber threats is an ever-present concern. Students 
at Embry-Riddle Aeronautical University’s Daytona Beach and Prescott campuses are preparing for this future by 
participating in competitions and workshops that equip them for careers on the front lines of cybersecurity. 
#EmbryRiddle #Course
Link: https://news.erau.edu/headlines/workshop-competitions-strengthen-embry-riddle-cybersecurity-expertise
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Space ISAC issues ‘level 3: high’ threat alert for space industry
The threat level risk to the satellite industry remains high. This is the key takeaway from a new threat level assessment 
from the Space Information Sharing and Analysis Center (Space ISAC), which looks to raise awareness of the space 
industry, government, and international partner perspectives on the current threat level. Space ISAC made an update in its 
threat level assessment via a TLP: CLEAR public release, July 2. The threat level is at Level 3 which is classed as ‘high’. 
#SpaceISAC #EW

Link: https://www.satellitetoday.com/cybersecurity/2025/07/02/space-isac-issues-level-3-high-threat-alert-for-space-
industry/
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CyberInflight is a Market Intelligence company dedicated to the topic of Space Cybersecurity. The company 
provides strategic market and research reports, bespoke consulting, market watch & OSINT researches and 

cybersecurity awareness training.
Contact us at: research@cyberinflight.com 
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