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RISC Score evolution in 2025

The RISC score for this watch is 1.95, a slight 
increase from last week. This difference is due 
to a lot of positive market and regulation 
news.
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As a founding member of EU Space ISAC, CyberInflight participated in the annual plenary meeting of 
EU Space ISAC in Madrid. This event was crucial for enhancing cooperation and information sharing 
within the space community. Additionally, this week, the Romanian Space Agency highlighted the 
need for collaboration and the integration of cybersecurity considerations into the design and 
operation of space systems. On the technological front, China has tested how the core components of 
a quantum-based network may endure the rigors of space travel. This is believed to be the beginning 
of efforts to establish an integrated space-ground system for ultra-secure communications that do not 
require encryption keys. In terms of regulation, Europe is expected to publish a draft law by the end of 
June that will overhaul the regulation of space services, introducing unified rules for companies 
operating in or selling to the European market. On the market side, Indra Group showcased the 
DISCRETION project, a €6m initiative funded under the European Defence Industrial Development 
Programme (EDIDP). This project successfully demonstrated a quantum-secure network for military 
use, showcasing capabilities for encrypted messaging, resilience against cyber-threats, and operational 
flexibility. Regarding threats, shortly after India launched its PSLV-C61 rocket carrying the EOS-09 
satellite, several Pakistan-based social media accounts began spreading misleading claims about the 
mission, suggesting that the mission failed due to a cyberattack. Although ISRO reported a technical 
issue during the rocket’s third stage, there is no evidence of any cyberattack or sabotage. Lastly, Space 
ISAC is excited to participate in the 3rd Australian Space Cyber Forum, which will take place from June 
23 to 24 in Adelaide.
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CyberInflight participated in the EU SpaceISAC board meeting
The annual EU Space ISAC plenary meeting was hosted in Madrid. The plenary, co-chaired by the European Commission’s 
Directorate-General for Defence Industry and Space (EU DEFIS) and the EUSPA - EU Agency for the Space Programme, 
marks a key moment for advancing cooperation and information-sharing across the space community.
#SpaceISAC #BoardMeeting

Link: https://www.linkedin.com/posts/gmv-espacio_isac-spacesecurity-euspace-activity-7336408761806290945-_4sV/ 
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Romania strengthens European cooperation in space and cybersecurity between ROSA, SEREN 5 
network and EU Cyber Centre
ROSA emphasized the importance of integrating cybersecurity considerations into the design and operation of space 
systems, as well as Romania’s role in supporting participation in European research and innovation programs, particularly 
under Horizon Europe – Cluster 3. #EU #Cooperation
Link: https://www.caleaeuropeana.ro/romania-strengthens-european-cooperation-in-space-and-cybersecurity-between-
rosa-seren-5-network-and-eu-cyber-centre/ 

China scientists put direct quantum communications tech to test in space flight
China has tested how the core components of a quantum-based network might withstand the rigours of space travel, in 
what is believed to be the start of efforts to build an integrated space-ground system for ultra-secure communications 
that do not need encryption keys. #Quantum #Encryption

Link: https://www.scmp.com/news/china/science/article/3313133/china-scientists-put-direct-quantum-communications-
tech-test-space-flight 

https://www.cyberinflight.com/
https://www.cyberinflight.com/
https://www.cyberinflight.com/
https://www.cyberinflight.com/
https://www.linkedin.com/posts/gmv-espacio_isac-spacesecurity-euspace-activity-7336408761806290945-_4sV/
https://www.caleaeuropeana.ro/romania-strengthens-european-cooperation-in-space-and-cybersecurity-between-rosa-seren-5-network-and-eu-cyber-centre/
https://www.caleaeuropeana.ro/romania-strengthens-european-cooperation-in-space-and-cybersecurity-between-rosa-seren-5-network-and-eu-cyber-centre/
https://www.scmp.com/news/china/science/article/3313133/china-scientists-put-direct-quantum-communications-tech-test-space-flight
https://www.scmp.com/news/china/science/article/3313133/china-scientists-put-direct-quantum-communications-tech-test-space-flight


Space Cybersecurity Watch by CyberInflight

         www.cyberinflight.com

REGULATION

MARKET & COMPETITION 

Week 23 | June 3 -9, 2025
Page 3 /6

Europe’s far-reaching Space Act nears launch
Europe is expected to publish a draft law by the end of June to overhaul the regulation of space services, introducing 
unified rules for companies operating in or selling to the European market. #SpaceAct #Rules

Link: https://spacenews.com/europes-far-reaching-space-act-nears-launch/
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Indra Group advances Europe's leadership in quantum communications for Defence and Space
DISCRETION, a €6m project funded under the European Defence Industrial Development Programme (EDIDP), successfully 
demonstrated a quantum-secure network for military use. The demonstration showcased encrypted messaging 
capabilities, resilience against cyber threats, and operational flexibility. #DISCRETION #Quantum
Link: https://www.indracompany.com/en/noticia/indra-group-advances-europes-leadership-quantum-communications-
defence-space 
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Fact check on claim that india’s PSLV-C61 launch failed due to cyberattack and rocket explosion
Shortly after India launched its PSLV-C61 rocket carrying the EOS-09 satellite, several Pakistan-based social media 
accounts began spreading misleading claims. They alleged the mission failed due to a cyber attack, with some even 
suggesting the rocket exploded mid-air. While ISRO did report a technical issue during the rocket’s third stage, there is no 
evidence of any cyber attack or sabotage. #Launch #Cyberattack

Link: https://dintentdata.com/fact-check-on-claim-that-indias-pslv-c61-launch-failed-due-to-cyberattack-and-rocket-
explosion/ 
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Space ISAC is thrilled to be participating in the 3rd Australian Space Cyber Forum — taking place June 23–
24 in Adelaide!
This incredible event brings together global leaders to explore the challenges and future of cybersecurity in the space 
domain. From technical deep dives and hands-on simulations to critical policy discussions and international collaboration, 
this forum is shaping the secure future of space. #Forum #SpaceISAC

Link: https://www.linkedin.com/posts/space-isac_3rd-australian-space-cyber-forum-ugcPost-7335724991478460418-25Td

CyberInflight is a Market Intelligence company dedicated to the topic of Space Cybersecurity. The company 
provides strategic market and research reports, bespoke consulting, market watch & OSINT researches and 

cybersecurity awareness training.
Contact us at: research@cyberinflight.com 

https://www.cyberinflight.com/
https://www.cyberinflight.com/
https://www.cyberinflight.com/
https://www.cyberinflight.com/
https://www.linkedin.com/posts/space-isac_3rd-australian-space-cyber-forum-ugcPost-7335724991478460418-25Td
mailto:research@cyberinflight.com

	Section par défaut
	Diapositive 1
	Diapositive 2
	Diapositive 3
	Diapositive 4
	Diapositive 5
	Diapositive 6


