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This week's RISC Score is 45%. This week, CyberInflight took part in the panel organized by Belspo 
on "Cyber Resilience in Space Workshop: Mapping Challenges, Forging Resilience". Also on the 
market, the 16th US Air Force announced that it is partnering with Space Operations Command 
(SpOC) in order to integrate space-based capabilities into all of its warfighting operations. Through 
the agreement, SpOC will send liaison officers to 16th Air Force and the two organizations will seek 
a greater understanding of how to defend space assets from cyber attacks. Regarding the threat 
intelligence front, Bangladesh Civilian Force allegedly launched a cyberattack on India’s National 
Space Agency (ISRO) email system. Moreover, French Cybersecurity Agency (ANSSI), with its 
German, Swedish and Dutch partners, published a technical summary document on quantum key 
distribution (QKD). This publication is aimed at a wide audience and is intended to help decision-
makers and policy-makers make an informed judgement on its potential and its limitations. Finally, 
registrations for the CYSEC Qatar 2024 Summit, that will take place in Doha, are now open. 

Overview & RISC Score

0 10
TRA

GEO

MAR

REG

CTI

After a period of increase 
since W3, there has been 
an decrease this week.

TEC

40%

50%

60%

70%

80%

RISC Score Evolution

Decrease from last week 
(from 57% to 45%)

https://www.cyberinflight.com/
https://www.cyberinflight.com/
https://www.cyberinflight.com/
https://www.cyberinflight.com/


Space Cybersecurity Watch by CyberInflight

www.cyberinflight.com

2

TRAINING & EDUCATION
CYSEC Qatar 2024 : Exclusive summit for Top IT, OT & Security leaders
Registrations for the CYSEC Qatar 2024 Summit are now open. This year, the 8th global edition will unfold in Doha, Qatar. 
This gathering provides a platform for leaders and experts in the Cyber and IT security industry to engage in essential 
discussions on pressing cybersecurity challenges and explore the latest innovations shaping the global cybersecurity 
landscape. #CYSECQatar #Summit
Link: https://thecyberexpress.com/cysec-qatar-2024-summit/
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Cyber Resilience in Space Workshop : Mapping Challenges, Forging Resilience
CyberInflight took part in the panel organized by Belspo on "Cyber Resilience in Space Workshop: Mapping Challenges, 
Forging Resilience". Here are the two main things to remember from these two conferences. 
#CyberResilience #Workshop
Link: https://www.linkedin.com/posts/florent-rizzo-13b54383_cyber-risk-euspace-activity-7161648628728582144-
03hb?utm_source=share&utm_medium=member_desktop
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THREAT INTELLIGENCE
Indian Space Organization EMail System, Webmail System  and  2 Sub-Server Has Been Taken 
down by Bangladesh Civilian Force
Bangladesh Civilian Force allegedly launched a cyberattack on ISRO’s email system. #ISRO #Cyberattack
Link: https://t.me/bcfOfficialTelegramChannel/1069

MARKET & COMPETITION 
New Department of Air Force partnership brings cyber, space and information units closer
Under a new agreement, Space Operations Command is sending liaison officers to 16th Air Force. The Department of the 
Air Force is tightening the linkage and relationship between its cyber entity and the Space Force to harden networks 
against threats and improve operational outcomes. #SpaceForce #Partnership
Link: https://defensescoop.com/2024/02/07/department-air-force-tightens-cyber-space-partnership/
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TECHNOLOGY

The use and limits of quantum key distribution
ANSSI, with its German, Swedish and Dutch partners, are publishing a position paper on QKD (quantum key distribution), a 
technology that is receiving a great deal of attention, sometimes claiming unprecedented levels of security against attacks 
from both classical and quantum computers. #ANSSI #Quantum
Link: https://cyber.gouv.fr/en/actualites/uses-and-limits-quantum-key-distribution

CyberInflight is a Market Intelligence company dedicated to the topic of Space Cybersecurity. The company 
provides strategic market and research reports, bespoke consulting, market watch & OSINT researches and 

cybersecurity awareness training.
Contact us at: research@cyberinflight.com 
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